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1. OBJETIVO

Esta politica tem por objetivo estabelecer as diretrizes, principios e procedimentos a serem adotados
pela SX Digital Pay para prevenir e combater a utiliza¢céo de sua plataforma para a préatica dos crimes de
lavagem de dinheiro (LD), ocultacdo de bens, direitos e valores, e financiamento do terrorismo (FT).

O documento visa garantir a conformidade com as leis e regulamentacdes vigentes, protegendo a
reputacdo da instituicdo, seus acionistas, colaboradores, clientes (Users) e estabelecimentos comerciais
(Merchants).

2. ABRANGENCIA
Esta politica aplica-se a:
» Todos os administradores, diretores, colaboradores e prestadores de servicos da SX Digital Pay;

» Todos os processos de negécio, produtos e servigos oferecidos (PI1X, Cartdo de Crédito,
Cotacdes/Cambio);

» Relacionamentos com Clientes (Usuérios Finais) e Estabelecimentos (Merchants).

3. FUNDAMENTACAO LEGAL E REGULATORIA

Esta politica foi elaborada em conformidade com:

e Lei n°©9.613/1998: Dispbe sobre os crimes de lavagem de dinheiro;
e Lei n°13.260/2016: Disciplina o terrorismo e seu financiamento;

* Circular BACEN n° 3.978/2020: Dispde sobre a politica, os procedimentos e 0s controles internos a
serem adotados pelas instituicbes autorizadas a funcionar pelo Banco Central do Brasil;

e Carta Circular BACEN n° 4.001/2020: Relagéo de operacgdes e situacdes que podem configurar
indicios de lavagem de dinheiro.

4. GOVERNANCA DE PLD/FT

4.1. Estrutura Organizacional

A SX Digital Pay mantém uma estrutura dedicada ou designa um Diretor Responsavel, com as seguintes
atribuicoes:

» Promover a cultura de conformidade e ética em toda a organizacao;
» Monitorar a aderéncia desta politica e dos controles internos;

* Analisar operacdes atipicas e reportar indicios de suspeita a instituigcdo financeira/banco de cambio
parceiro;

» Responder as requisi¢cdes das autoridades competentes e parceiros bancarios.

5. ABORDAGEM BASEADA EM RISCO (ABR)

A SX Digital Pay adota uma metodologia de Abordagem Baseada em Risco para identificar, avaliar e
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mitigar os riscos de LD/FT associados aos seus clientes, produtos, canais de distribui¢éo e jurisdicdes de
atuacao.

5.1. Classificacédo de Risco

Clientes e Merchants séo classificados em niveis de risco (Baixo, Médio, Alto) com base em fatores
como:

» Natureza da atividade econbémica (para Merchants);
* Localizacdo geogréfica e sede;
* Volume, frequéncia e destino das transacoes;

« Perfil do usuario (ex: Pessoa Exposta Politicamente - PEP).
6. PROCEDIMENTOS DE CONHECA SEU CLIENTE (KYC E KYB)

O processo de aceitacdo segue um fluxo rigoroso de identificacéo e validacao para garantir a integridade
da base de usuarios.

6.1. Cadastro de Usuarios (Pessoa Fisica - KYC)

O onboarding de usuéarios (/user) exige:

1. Coleta de Dados: Nome completo, CPF, E-mail, Telefone, Endereco e Data de Nascimento.

2. Verificacao de Identidade (Didit ID): Validacdo documental (RG/CNH) e liveness check (biometria
facial).

3. Triagem AML.: Verificacdo em listas globais de sancdes (ONU, OFAC, etc.), pessoas procuradas e
situacéo cadastral do CPF na Receita Federal.

6.2. Cadastro de Estabelecimentos (Pessoa Juridica - KYB)

O onboarding de Merchants exige Due Diligence aprofundada:

1. Dados do Negoécio: CNPJ (ou TaxID equivalente), Razao Social, Nome Fantasia e Ramo de
Atividade (MCC).

2. ldentificacdo de Beneficiarios Finais (UBO): Identificacdo de todas as pessoas fisicas que, em
dltima instancia, detém, direta ou indiretamente, mais de 25% do capital social da empresa ou que
exercem o controle efetivo da entidade.

3. Verificagcdo de Socios e Diretores: Triagem AML para todos os controladores e administradores.
4. Aprovacdo Administrativa: Status permanece PENDENTE até revisao manual por um ADMIN,
garantindo que o modelo de negdcio seja legitimo.

6.3. Identificacéo Digital e Registros de Acesso

Em alinhamento com a Politica de Privacidade, a SX Digital Pay coleta e monitora dados técnicos de
navegacao e dispositivo, tais como endereco IP,geolocalizacéo, fingerprint do dispositivo, data e hora de
acesso e histérico de sessdes. Essas informagdes compdem o perfil digital do usuério e séo utilizadas
como camada adicional de seguranca para validagcéo de identidade e detec¢do de acessos suspeitos.

6.4. Setores e Perfis Restritos (Politica de Apetite a Risco)

A SX Digital Pay néo autoriza o credenciamento de estabelecimentos que operem em setores de
altissimo risco ou fora do apetite regulatorio:

e Exploracao de jogos de azar, apostas (gambling/betting) e cassinos nao regulamentados;
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» Comércio ou intermediacao de criptoativos/moedas virtuais (sem licenca especifica);
e Comércio de armas, muni¢des ou substancias ilicitas;

* Empresas com estruturas societarias excessivamente complexas que visem ocultar o beneficiario
final.

6.5. Atualizacao Cadastral

Os dados cadastrais devem ser atualizados periodicamente ou sempre que houver suspeita de
veracidade das informag@es, garantindo a fidedignidade do perfil do cliente.

7. MONITORAMENTO E SELECAO DE OPERACOES

7.1. Sinais de Alerta
Sao situacgdes sujeitas a andlise imediata:

* Fracionamento (Smurfing): Multiplas transagfes de baixo valor para burlar limites;

e Incompatibilidade Financeira: Movimentacéo que diverge drasticamente do perfil de faturamento
declarado ou presumido;

e TransacOes de Passagem: Recebimento de valores seguido de transferéncia rapida para terceiros,
sem logica comercial clara;

* Uso de Cartdes de Terceiros: Pagamentos recorrentes utilizando cartbes que ndo pertencem ao
titular da conta.
7.2. Tratamento de Alertas

1. Geracao de alerta pelo sistema (limites ou regras de comportamento).

2. Analise pela equipe de Compliance (Dossié).

3. Solicitacdo de documentos comprobatorios (ex: Notas Fiscais, contratos) se necessario.
4. Decisdo: Arguivamento fundamentado ou Reporte de Suspeita ao parceiro bancario.

8. SEGURANCA E BLOQUEIOS

8.1. Limites Operacionais

A plataforma imp&e limites baseados no nivel de verificagdo e historico do cliente. Limites para PIX e
Cartdo sdo monitorados em tempo real.

8.2. Bloqueio Cautelar

A SX Digital Pay pode realizar o bloqueio preventivo de contas ou saldos (userStatus = BANNED ou
UNDER_REVIEW) sempre que houver suspeita de fraude, lavagem de dinheiro ou quando solicitado
pela instituicdo financeira parceira.

8.3. Seguranca da Informacao e Compartilhamento de Dados
Para garantir a integridade das operacdes e reforcar a prevencéo a ilicitos, sdo adotadas as seguintes
praticas de seguranca e compartilhamento:

» Segurancga Teécnica: Utilizacao de criptografia em transito (HTTPS/TLS) e armazenamento; dados
criticos de cartdo de crédito sdo processados via tokenizacao (Cielo) e protegidos com criptografia
AES-256 no banco de dados.

* Validagéo de Identidade e Biometria: Compartilhamento de dados cadastrais e biométricos com
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parceiros especializados (Didit) para realizac&o de liveness check e validagdo documental antifraude.

e Processamento de Pagamentos: Compartilhamento estritamente necessario de dados
transacionais com gateways (EFI Pay, Cielo) para execucdo de pagamentos, validacéo de seguranca
(ex: 3D Secure) e prevencdo a lavagem de dinheiro.

» Autoridades e Compliance: Cooperacado com autoridades governamentais, judiciarias e regulatorias
(incluindo Banco Central), fornecendo dados quando exigido por lei, ordem judicial ou para
investigacao de fraudes e crimes financeiros.

9. REPORTE DE OPERACOES SUSPEITAS

A SX Digital Pay, na qualidade de plataforma tecnolégica de pagamentos, atua em colaboracdo com
instituicdes financeiras e bancos de cambio autorizados.

As operacdes identificadas como suspeitas pela nossa equipe de Compliance serdo reportadas a
instituicdo financeira parceira, que detém o acesso direto e a responsabilidade legal de comunicacao
ao COAF (Conselho de Controle de Atividades Financeiras) via SISCOAF.

Este reporte ocorre:

» Sem dar ciéncia ao cliente ou a terceiros (dever de sigilo);

* Acompanhado de todas as informac¢des cadastrais e logs transacionais disponiveis.
10. PESSOAS EXPOSTAS POLITICAMENTE (PEP)

Dada a natureza de alto risco das operacdes envolvendo PEPs, a SX Digital Pay adota uma postura
restritiva:

* Identificagdo: Verificagao obrigatéria durante o onboarding via integracé@o Didit e consultas a bases
publicas.

e Aprovacgéao: O credenciamento de Merchants cujo UBO seja PEP exige aprovacéo unanime da
diretoria e aplicacdo de Medidas de Devida Diligéncia Reforcada (EDD).

* Monitoramento: Contas ligadas a PEPs sofrem monitoramento transacional mais rigoroso e
frequente.

11. REGISTRO E ARMAZENAMENTO

Todos os registros de identificagdo (KYC/KYB), logs de transacdes (EFI/Cielo), anélises de alertas e
comunicacgfes aos parceiros serdo mantidos por um periodo minimo de 10 (dez) anos, contados a partir
do primeiro dia do ano seguinte ao encerramento do relacionamento ou da conclusédo da transacéo.

12. TREINAMENTO E CULTURA

A SX Digital Pay assegura que todos os colaboradores passem por treinamento de PLD/FT na admisséo
e anualmente. O programa abrange tipologias de crimes, identificacdo de alertas e procedimentos de
reporte interno.

13. DISPOSICOES GERAIS

O descumprimento das diretrizes desta politica é considerado falta grave, sujeitando os responsaveis a
sancdes administrativas e desligamento, além de eventuais comunicacdes as autoridades policiais para
apuracao de responsabilidade criminal.
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Esta politica deve ser revisada anualmente ou sempre que houver mudancas significativas na legislacéo
ou no modelo de negdcio da empresa.
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